
RELIABILITY | RESILIENCE | SECURITY

NERC Activities and Plans to Address Reliability 
Impacts from Large Load Integration

Mark Lauby, Senior Vice President and Chief Engineer
FERC Open Meeting
April 17, 2025



RELIABILITY | RESILIENCE | SECURITY2

NERC, Long-Term Regional Assessment, 2024

Primary Demand Drivers by Assessment Area

Presenter Notes
Presentation Notes
Demand Trends Electricity peak demand and energy growth forecasts over the 10-year assessment period continue to climb; demand growth is now higher than at any point in the past two decades. Increasing amounts of large commercial and industrial loads are connecting rapidly to the BPS. The size and speed with which data centers (including crypto and AI) can be constructed and connect to the grid presents unique challenges for demand forecasting and planning for system behavior. Additionally, the continued adoption of electric vehicles and heat pumps is a substantial driver for demand around North America. The aggregated BPS-wide projections for both winter and summer have increased massively over the 10-year period:

• The aggregated assessment area summer peak demand forecast is expected to rise by 15% for the 10-year period: 132 GW this LTRA up from over 80 GW in the 2023 LTRA. 
• The aggregated assessment area winter peak demand forecast is expected to rise over almost 18% for the 10-year period: 149 GW this LTRA up from almost 92 GW in the 2023 LTRA.

Why is it a concern? The LBNL report estimates that data center load growth has tripled over the past decade and is projected to double or triple by 2028.
1500MW today may be 15000 in a couple of years.

The Powering Intelligence white paper published by EPRI in 2024 provides four scenarios for projections of U.S. data center load:
The annual growth rate of data center load in these scenarios ranges from 3.7% to 15%.
The data center’s electricity consumption in 2030, as a percentage of total U.S. electricity consumption, in these scenarios ranges from 4.6% to 9.1%; these percentages assume a 1% annual growth rate for all other load.


The 2024 United States Data Center Energy Usage Report estimated that the total U.S. data center electricity use in 2028 would be 6.7% - 12.0% of the total annual U.S. electricity consumption.
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• EI Data Center Load Loss Events
 Impacts the state of Virginia
o July 2024 – 1,500 MW Load Loss in Loudoun 

County
o February 2025  –  1,800 MW Load Loss in Loudoun 

& Fairfax Counties

• ERCOT Crypto-Mining Load Loss
 25 Load Loss Events (Nov 2023 – Jan 2025)
 100MW – 400MW Load loss

Voltage Sensitive Load Loss Events

Presenter Notes
Presentation Notes
Large computer loads are sensitive to voltage disturbances/perturbations on the grid.
Two very large data center load loss events in the Eastern Interconnection – July 2024, 1500MW and Feb 2025, 1800MW.
ERCOT has had 25 crypto mining/blockchain load loss events from Nov 2023 thru Jan 2025. The total load losses range from 100MW to 400MW.
We are working on an Incident Review with ERCOT and TRE on the crypto losses.
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Data Center Load Loss Event

Event:
 1,500MW load loss, exclusively data center load
 Coincident with 230kV normal line fault clearing
 Widespread: 60 different load points, 25 substations

   Conclusions:
 Require models for large loads to enable studies to 

determine risk to BES for coincident large load losses
 Determine if large loads should be a NERC Registered Entity
 Need for new or modifications to Standards

Presenter Notes
Presentation Notes
Incident Review for July 2024 EI data center load loss event.
Published January 8, 2025.
Report on Eastern Interconnection 1500MW Data Center Load Loss.
Data Center loads transfer to their backup generation if they see 3 low voltage events within a minute. (3 strikes you’re out) Automatic reclosing on transmission lines will typically result in 3 faults within one minute.
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Large Load Task Force Framework to Address 
Reliability and Security Risks 

Risk Identification
Validation

Prioritization

White Paper (Q2):
Characteristics and Risks
of Emerging Large Loads

Gap Analysis

White Paper (Q3):
Assessment of Gaps in Existing 
Practices, Requirements, and 
Reliability Standards for Emerging 
Large Loads

Risk Mitigation

Reliability Guideline (Q1 2026):
Risk Mitigation for Emerging Large Loads

Standard Authorization Request(s):
Updates to Reliability Standards will likely be 
needed

Presenter Notes
Presentation Notes
Note: Standard Authorization Requests are not currently on the LLTF work plan or discussed in the LLTF scope. However, updates to Reliability Standards will likely be needed.
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High

• Long-Term Planning
• Resource Adequacy

• Operations/Balancing
• Balancing and Reserves

• Stability
• Dynamic Modeling
• Ride-through
• Frequency Stability
• Voltage Stability
• Oscillations

• Resilience
• Automatic UFLS Programs

Medium

• Long-Term Planning
• Demand Forecasting
• Transmission Adequacy

• Operations/Balancing
• Short-Term Demand 

Forecasting
• Lack of Real-Time 

Coordination
• Resilience

• Load-Shed Obligation 
Impacts

Low

• Power Quality
• Harmonics
• Voltage Fluctuations

• Security Risks
• Cyber Security

• Resilience
• System Restoration

Draft LLTF First White Paper:
Prioritization of Risks

Presenter Notes
Presentation Notes
Cyber Security certainly is a risk that we will need to tackle, but we are now faced with pressing system performance behaviors that are higher probability and higher impact than that of cyber security....
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Draft LLTF First White Paper: 
Characteristics and Risks of Emerging Large Loads

• Standard Gap Identification
• Risk Mitigation
• Characteristic Definition & Categorization

Recommendations for Large Load Task Force (#1-#3)

• Model Development and refinement for Large Loads
• Develop approaches to differentiate computation facilities
• Assess possible protection system impacts

Recommendations for Reliability Security Technical Committee (RSTC) Working Groups (#4-#6)

• Industry must collect data that to understand the unique risks associated with  connecting a large load

Recommendation to Utilities (#7)

Presenter Notes
Presentation Notes

Recommendation 1: The NERC LLTF should identify specific processes and standards that do not fully address the risks of emerging large loads

• Recommendation 2: The NERC LLTF should identify potential mitigations to risks posed by emerging large loads through improvements to existing planning and operation processes and interconnection requirements for large loads.

• Recommendation 3: The NERC LLTF should clearly define each of the identified characteristics of emerging large loads and develop a framework for classifying large loads. 

• Recommendation 4: The NERC Load Modeling Working Group should aim to create and approve load models that can show the characteristics and risks of each category of emerging large loads in simulations. 

• Recommendation 5: The NERC System Protection and Control Working Group should assess possible protection system impacts to the BPS from emerging large loads. 

• Recommendation #6: The NERC Energy Reliability Assessment Working Group and Probabilistic Assessments  Working Group should investigate methods for grid operators and planners to assess the risks potentially posed by emerging large loads to resource adequacy.  

• Recommendation #7: Grid operators and planners should collect data from load developers, owners, and operators that will help them understand the unique risks associated with each emerging large load connecting to their system. 
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NERC Draft Action Plan: 
Large Loads

Task Description Target 
Reliability Security Technical Committee's Large Load Task Force (LLTF) Through 

Q2 – 2026

NERC-led Collaborative Industry Sessions Through 
Q4 – 2025

Registration Analysis
• Legal basis for registration of large users of the bulk power system
• Consider if Load Serving Entities (LSE) accountable for large load performance 
• Ability to write Reliability Standards Large Loads or LSEs would follow

Through 
Q4 – 2025

Complementary Activities
• Load Modeling Working Group 
• Coordination with EPRI, ESIG, and large load industry groups
• Industry Communications and outreach
• Continued Incident Analysis and Lessons Learned

Through 
Q4 – 2025
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